**ПОЛИТИКА**

**МУНИЦИПАЛЬНОГО АВТОНОМНОГО ДОШКОЛЬНОГО ОБРАЗОВАТЕЛЬНОГО УЧРЕЖДЕНИЯ «ДЕТСКИЙ САД № 63» МУНИЦИПАЛЬНОГО ОБРАЗОВАНИЯ КАНДАЛАКШСКИЙ РАЙОН**

**в отношении обработки персональных данных**

1. **Общие положения**
   1. Политика Организации (далее – Оператор) в отношении обработки персональных данных определяет базовые принципы, которыми Оператор руководствуется в вопросах обеспечения защиты персональных данных при их обработке.
   2. Настоящий документ, разработанный на основании Конституции Российской Федерации, Гражданского кодекса Российской Федерации, Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных», Федерального закона от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите информации» и иных нормативных правовых актов Российской Федерации и нормативных документов Оператора, устанавливает единые цели, принципы и правила обработки персональных данных Оператором и определяет основные меры, реализуемые Оператором для обеспечения защиты персональных данных.
   3. Муниципальное автономное дошкольное образовательное учреждение «Детский сад № 63» муниципального образования Кандалакшский район, являясь оператором, осуществляющим обработку персональных данных, обеспечивает защиту прав и свобод субъектов при обработке их персональных данных и принимает меры для обеспечения выполнения обязанностей, предусмотренных Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами.
   4. Настоящий документ является общедоступным и подлежит размещению на официальном сайте Оператора.
2. **Основные понятия**

В настоящем документе используются следующие понятия:

* **персональные данные** – любая информация, относящаяся к прямо или косвенно определенному, или определяемому физическому лицу (субъекту персональных данных);
* **персональные данные, разрешенные субъектом персональных данных для распространения** – персональные данные, доступ неограниченного круга лиц к которым предоставлен субъектом персональных данных путем дачи согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения в порядке, предусмотренном Федеральным законом от 27.07.2006   
  № 152-ФЗ «О персональных данных»;
* **оператор, осуществляющий обработку персональных данных** – государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующее и (или) осуществляющее обработку персональных данных, а также определяющее цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными;
* **обработка персональных данных** – любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;
* **автоматизированная обработка персональных данных** – обработка персональных данных с помощью средств вычислительной техники;
* **распространение персональных данных** – действия, направленные на раскрытие персональных данных неопределенному кругу лиц;
* **предоставление персональных данных** – действия, направленные  
  на раскрытие персональных данных определенному лицу или определенному кругу лиц;
* **блокирование персональных данных** – временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);
* **уничтожение персональных данных** – действия, в результате которых становится невозможным восстановить содержание персональных данных  
  в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;
* **обезличивание персональных данных** – действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;
* **информационная система персональных данных** – совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;
* **трансграничная передача персональных данных** – передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу.

1. **Права и обязанности Оператора**
   1. Оператор вправе:

* отстаивать свои интересы в судебных органах;
* с согласия субъекта персональных данных поручить обработку его персональных данных другому лицу, если иное не предусмотрено Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных», на основании заключаемого с этим лицом договора;
* предоставлять персональные данные субъектов третьим лицам, если это предусмотрено действующим законодательством Российской Федерации (передавать персональные данные органам дознания, следствия, иным уполномоченным органам по основаниям, предусмотренным действующим законодательством Российской Федерации);
* отказывать в предоставлении персональных данных в случаях, предусмотренных законодательством Российской Федерации;
* использовать персональные данные субъекта без его согласия, в случаях, предусмотренных законодательством Российской Федерации.
  1. Оператор обязан:
* сообщить субъекту персональных данных или его представителю информацию о наличии персональных данных, относящихся к соответствующему субъекту персональных данных, а также предоставить возможность ознакомления   
  с этими персональными данными при обращении субъекта персональных данных или его представителя либо в течение 30 дней с даты получения запроса субъекта персональных данных или его представителя;
* принимать меры, необходимые и достаточные для обеспечения выполнения обязанностей, предусмотренных Федеральным законом от 27.07.2006 №152-ФЗ  
  «О персональных данных» и иными нормативными правовыми актами.

1. **Права субъектов персональных данных**

Субъекты персональных данных имеют право на:

* полную информацию об их персональных данных, обрабатываемых Оператором;
* доступ к своим персональным данным, включая право на получение копии любой записи, содержащей их персональные данные, за исключением случаев, предусмотренных законодательством Российской Федерации;
* уточнение своих персональных данных, их блокирование или уничтожение  
  в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки;
* отзыв согласия на обработку персональных данных;
* принятие предусмотренных законодательством Российской Федерации мер по защите своих прав;
* обжалование в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке неправомерные действия  
  или бездействия при обработке и защите его персональных данных;
* осуществление иных прав, предусмотренных законодательством Российской Федерации.

1. **Цели обработки и категории персональных данных**

Обработка персональных данных осуществляется в целях:

* обеспечения прав и законных интересов Оператора в рамках осуществления видов деятельности, предусмотренных Уставом, в частности, организация и осуществление информирования населения в сфере образования в информационно-телекоммуникационной сети «Интернет»;
* ведение кадрового и бухгалтерского учета;
* обеспечение соблюдения трудового законодательства Российской Федерации;
* обеспечение соблюдения налогового законодательства Российской Федерации;
* обеспечение соблюдения пенсионного законодательства Российской Федерации;
* обеспечение соблюдения страхового законодательства Российской Федерации;
* обеспечение соблюдения законодательства Российской Федерации в сфере здравоохранения;
* обеспечение соблюдения законодательства Российской Федерации в сфере образования;
* обеспечение соблюдения законодательства Российской Федерации   
  о противодействии легализации (отмыванию) доходов, полученных преступным путем, и финансированию терроризма;
* обеспечение соблюдения законодательства Российской Федерации   
  о противодействии коррупции;
* обеспечение соблюдения законодательства Российской Федерации   
  об исполнительном производстве;
* участие лица в конституционном, гражданском, административном, уголовном судопроизводстве в арбитражных судах;
* подготовка, заключение и исполнение гражданско-правового договора;
* исполнение судебного акта;
* подбор персонала (соискателей) на вакантные должности оператора;
* обеспечение прохождения ознакомительной, производственной или преддипломной практики на основании договора с учебным заведением;
* обеспечения соблюдения Конституции Российской Федерации, законодательных и иных нормативных правовых актов Российской Федерации, локальных нормативных актов Оператора;
* подготовки, заключения, исполнения и прекращения договоров  
  с контрагентами;
* выполнения функций, полномочий и обязанностей, возложенных  
  на Оператора законодательством Российской Федерации;
* формирования и ведения справочников для информационного обеспечения деятельности Оператора;
* а также в иных законных целях.

1. **Правовые основания обработки персональных данных**

* Трудовой кодекс Российской Федерации;
* Гражданский кодекс Российской Федерации;
* Налоговый кодекс Российской Федерации;
* Семейный кодекс Российской Федерации;
* Согласие субъекта персональных данных на обработку персональных данных;
* Федеральный закон от 19.05.1995 № 81-ФЗ «О государственных пособиях гражданам, имеющим детей»;
* Федеральный закон от 24.11.1995 № 181-ФЗ «О социальной защите инвалидов в Российской Федерации»;
* Федеральный закон от 01.04.1996 № 27-ФЗ «Об индивидуальном (персонифицированном) учете в системе обязательного пенсионного страхования»;
* Федеральный закон от 26.02.1997 № 31-ФЗ «О мобилизационной подготовке и мобилизации в Российской Федерации»;
* Федеральный закон от 28.03.1998 № 53-ФЗ «О воинской обязанности  
  и военной службе»;
* Федеральный закон от 24.07.1998 № 125-ФЗ «Об обязательном социальном страховании от несчастных случаев на производстве и профессиональных заболеваний»;
* Федеральный закон от 16.07.1999 № 165-ФЗ «Об основах обязательного социального страхования»;
* Федеральный закон от 15.12.2001 № 166-ФЗ «О государственном пенсионном обеспечении в Российской Федерации»;
* Федеральный закон от 15.12.2001 № 167-ФЗ «Об обязательном пенсионном страховании в Российской Федерации»;
* Федеральный закон от 17.12.2001 № 173-ФЗ «О трудовых пенсиях  
  в Российской Федерации»;
* Федеральный закон от 07.07.2003 № 126-ФЗ «О связи»;
* Федеральный закон от 29.12.2006 № 255-ФЗ «Об обязательном социальном страховании на случай временной нетрудоспособности и в связи с материнством»;
* Федеральный закон от 29.11.2010 № 326-ФЗ «Об обязательном медицинском страховании в Российской Федерации»;
* Федеральный закон от 21.11.2011№ 323-ФЗ «Об основах охраны здоровья граждан в Российской Федерации»;
* Федеральный закон от 06.12.2011№ 402-ФЗ «О бухгалтерском учете»,
* Федеральный закон от 28.12.2013№ 400-ФЗ «О страховых пенсиях»;
* Постановление Правительства от 27.11.2006№ 719 «Об утверждении Положения о воинском учете».

1. **Категории обрабатываемых персональных данных  
   и категории субъектов**
   1. Содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки, предусмотренным в разделе 5 настоящей Политики. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.
   2. Оператор может обрабатывать персональные данные следующих категорий субъектов персональных данных.
      1. **Работники и бывшие работники Оператора** - для целей ведения кадрового и бухгалтерского учета; обеспечения соблюдения трудового, налогового, пенсионного и страхового законодательства Российской Федерации; обеспечения соблюдения законодательства Российской Федерации в сфере здравоохранения и образования, а также обеспечения соблюдения законодательства Российской Федерации о противодействии коррупции и в иных законных целях:

* фамилия, имя, отчество;
* пол;
* гражданство;
* дата и место рождения;
* фотография (не для целей идентификации);
* реквизиты документа, удостоверяющего личность;
* адрес регистрации по месту жительства;
* адрес фактического проживания;
* почтовый адрес;
* контактные данные;
* индивидуальный номер налогоплательщика (ИНН);
* страховой номер индивидуального лицевого счета (СНИЛС);
* данные документов об образовании, квалификации, профессиональной подготовке, сведения о повышении квалификации: наименование образовательного учреждения, номер и серия диплома, квалификация по документу об образовании, направление или специальность по документу об образовании, серия и номер документа о повышении квалификации, переподготовке;
* семейное положение, данные о регистрации брака;
* сведения о составе семьи в объеме, необходимом для заполнения унифицированной формы Т-2;
* сведения о трудовой деятельности, стаже, предыдущих местах работы, доходах с предыдущих мест работы, в том числе наличие поощрений, награждений   
  и (или) дисциплинарных взысканий;
* отношение к воинской обязанности и данные воинского учета;
* сведения об инвалидности (при наличии) и реквизиты подтверждающего документа (справки);
* данные о социальных льготах, на которые работник имеет право   
  в соответствии с законодательством;
* сведения об удержании алиментов;
* сведения о других договорах (индивидуальной, коллективной материальной ответственности, ученических, оказания услуг и т.п), заключаемых при исполнении трудового договора;
* прочая информация, позволяющая прямо или косвенно определить субъекта персональных данных, как физическое лицо, указанная в трудовом договоре, личной карточке работника (унифицированная формы Т-2), трудовой книжке и (или) сведениях о трудовой деятельности и полученная в течении срока действия трудового договора.
  + 1. **Члены семьи работников Оператора** - для целей ведения кадрового   
       и бухгалтерского учета; обеспечения соблюдения трудового, налогового и страхового законодательства Российской Федерации и в иных законных целях:
* фамилия, имя, отчество;
* степень родства;
* год рождения;
* иные персональные данные, предоставляемые работниками в соответствии   
  с требованиями трудового законодательства.
  + 1. **Кандидаты для приема на работу к Оператору** - для целей ведения кадрового и бухгалтерского учета; обеспечения соблюдения трудового законодательства Российской Федерации, для подбора персонала (соискателей) на вакантные должности Оператора; обеспечения прохождения ознакомительной, производственной или преддипломной практики на основании договора с учебным заведением, а также для обеспечения пропускного режима на территорию Оператора и в иных законных целях:
* фамилия, имя, отчество;
* пол;
* гражданство;
* дата и место рождения;
* паспортные данные;
* сведения об образовании, опыте работы, квалификации;
* данные трудовой книжки;
* номер страхового свидетельства государственного пенсионного страхования;
* идентификационный номер налогоплательщика;
* данные военного билета (приписного свидетельства);
* фотография (не для целей идентификации);
* контактные данные;
* иные персональные данные, сообщаемые кандидатами в резюме   
  и сопроводительных письмах.
  + 1. **Контрагенты Оператора (физические лица)** - для целей подготовки, заключения, исполнения и прекращения договоров с контрагентами, а также для обеспечения пропускного режима на территорию Оператора и в иных законных целях:
* фамилия, имя, отчество;
* дата и место рождения;
* паспортные данные;
* адрес регистрации по месту жительства;
* контактные данные;
* замещаемая должность;
* индивидуальный номер налогоплательщика;
* номер расчетного счета;
* иные персональные данные, предоставляемые контрагентами (физическими лицами), необходимые для заключения и исполнения договоров.
  + 1. **Представители (работники) контрагентов Оператора (юридических лиц)** - для целей подготовки, заключения, исполнения и прекращения договоров   
       с контрагентами, а также для обеспечения пропускного режима на территорию Оператора и в иных законных целях:
* фамилия, имя, отчество;
* паспортные данные;
* контактные данные;
* замещаемая должность;
* иные персональные данные, предоставляемые представителями (работниками) контрагентов, необходимые для заключения и исполнения договоров.
  + 1. **Посетители объектов Оператора и участники проводимых Оператором мероприятий** - для целей обеспечения прав и законных интересов Оператора в рамках осуществления видов деятельности, предусмотренных Уставом; осуществления образовательной деятельности; а также для обеспечения пропускного режима на территорию Оператора и в иных законных целях:
* фамилия, имя, отчество;
* дата и место рождения;
* паспортные данные;
* контактные данные.
  + 1. **Пользователи информационных систем Оператора** - для целей муниципального автономного дошкольного образовательного учреждения «Детский сад № 63» муниципального образования Кандалакшский район, а также в иных законных целях:
* фамилия, имя, отчество;
* пол;
* возраст (дата рождения);
* идентификационные файлы cookies (куки-файлы), обработка обезличенных данных о Пользователе в случае, если это разрешено в настройках браузера Пользователя (включено сохранение файлов «cookie»;
* иные персональные данные, которые Пользователи информационных систем Оператора пожелали предоставить о себе.

1. **Порядок и условия обработки персональных данных**
   1. Обработка персональных данных осуществляется Оператором   
      в соответствии с требованиями законодательства Российской Федерации.
   2. Обработка персональных данных осуществляется с согласия субъектов персональных данных на обработку их персональных данных, а также без такового   
      в случаях, предусмотренных законодательством Российской Федерации.
   3. Оператор осуществляет сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление   
      и уничтожение персональных данных.
   4. Обработка персональных данных осуществляется следующими способами:

* неавтоматизированная обработка персональных данных;
* автоматизированная обработка персональных данных с передачей информации по информационно-телекоммуникационным сетям или без таковой;
* смешанная обработка персональных данных.
  1. К обработке персональных данных допускаются работники Оператора,   
     в должностные обязанности которых входит обработка персональных данных.
  2. Не допускается раскрытие третьим лицам и распространение персональных данных без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом. Согласие на обработку персональных данных, разрешенных субъектом персональных данных для распространения, оформляется отдельно от иных согласий субъекта персональных данных на обработку его персональных данных.
  3. При обработке персональных данных Оператор принимает необходимые и достаточные правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных,   
     а также от иных неправомерных действий в отношении персональных данных, в том числе:
* назначение лица, ответственного за организацию обработки персональных данных;
* принятие локальных нормативных актов и иных документов в области обработки и защиты персональных данных;
* определение угроз безопасности персональных данных при их обработке  
  в информационных системах персональных данных;
* применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных;
* ознакомление работников Оператора, непосредственно осуществляющих обработку персональных данных, с положениями законодательства Российской Федерации о персональных данных и локальными нормативными документами Оператора по вопросам защиты персональных данных;
* обработки персональных данных и, при необходимости, организуют обучение указанных работников;
* получение согласий субъектов персональных данных на обработку  
  их персональных данных, за исключением случаев, предусмотренных законодательством Российской Федерации;
* осуществление внутреннего контроля за принимаемыми мерами  
  по обеспечению безопасности персональных данных;
* иные меры, предусмотренные законодательством Российской Федерации в области персональных данных.
  1. Хранение персональных данных субъектов персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных,   
     не дольше, чем этого требуют цели их обработки, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных.
     1. Персональные данные на бумажных носителях хранятся в течение сроков хранения документов, для которых эти сроки предусмотрены законодательством об архивном деле в Российской Федерации (Федеральный закон от 22.10.2004 № 125-ФЗ   
        «Об архивном деле в Российской Федерации», Перечень типовых управленческих архивных документов, образующихся в процессе деятельности государственных органов, органов местного самоуправления и организаций, с указанием сроков их хранения (утв. Приказом Росархива от 20.12.2019 № 236)).
     2. Срок хранения персональных данных, обрабатываемых в информационных системах персональных данных, соответствует сроку хранения персональных данных на бумажных носителях.
  2. Условиями прекращения обработки персональных данных могут являться:
* выявление факта их неправомерной обработки. Срок - в течение трех рабочих дней с даты выявления;
* достижение целей обработки персональных данных;
* истечение срока действия согласия или отзыв согласия субъекта персональных данных на обработку его персональных данных;
* прекращение деятельности Оператора (ликвидация или реорганизация).
  1. При достижении целей обработки персональных данных, а также в случае отзыва субъектом персональных данных согласия на их обработку Оператор прекращает обработку этих данных, если:
* иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных;
* Оператор не вправе осуществлять обработку без согласия субъекта персональных данных на основаниях, предусмотренных Законом о персональных данных или иными федеральными законами;
* иное не предусмотрено другим соглашением между Оператором и субъектом персональных данных.
  1. При обращении субъекта персональных данных к Оператору с требованием о прекращении обработки персональных данных в срок, не превышающий 10 рабочих дней с даты получения Оператором соответствующего требования, обработка персональных данных прекращается, за исключением случаев, предусмотренных Законом о персональных данных. Указанный срок может быть продлен, но не более чем на пять рабочих дней. Для этого Оператору необходимо направить субъекту персональных данных мотивированное уведомление с указанием причин продления срока.
  2. При сборе персональных данных, в том числе посредством информационно-телекоммуникационной сети Интернет, Оператор обеспечивает запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных граждан Российской Федерации с использованием баз данных, находящихся на территории Российской Федерации, за исключением случаев, указанных в Федеральном законе от 27.07.2006 № 152-ФЗ «О персональных данных».
  3. Работники Оператора, виновные в нарушении требований Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных» и иных нормативных правовых актов, несут материальную, дисциплинарную, административную, гражданско-правовую или уголовную ответственность в порядке, установленном законодательством Российской Федерации.

1. **Уточнение, исправление, удаление и уничтожение персональных данных, ответы на запросы субъектов на доступ к персональным данным**
   1. Подтверждение факта обработки персональных данных Оператором, правовые основания и цели обработки персональных данных, а также иные сведения, указанные в ч. 7 ст. 14 Федерального закона от 27.07.2006 № 152-ФЗ «О персональных данных», предоставляются Оператором субъекту персональных данных или его представителю в течение 10 рабочих дней с момента обращения либо получения запроса субъекта персональных данных или его представителя. Данный срок может быть продлен, но не более чем на пять рабочих дней. Для этого Оператору следует направить субъекту персональных данных мотивированное уведомление с указанием причин продления срока предоставления запрашиваемой информации.

В предоставляемые сведения не включаются персональные данные, относящиеся   
к другим субъектам персональных данных, за исключением случаев, когда имеются законные основания для раскрытия таких персональных данных.

Запрос должен содержать:

* номер основного документа, удостоверяющего личность субъекта персональных данных или его представителя, сведения о дате выдачи указанного документа и выдавшем его органе;
* сведения, подтверждающие участие субъекта персональных данных   
  в отношениях с Оператором (номер договора, дата заключения договора, условное словесное обозначение и (или) иные сведения), либо сведения, иным образом подтверждающие факт обработки персональных данных Оператором;
* подпись субъекта персональных данных или его представителя.

Запрос может быть направлен в форме электронного документа и подписан электронной подписью в соответствии с законодательством Российской Федерации.

Оператор предоставляет сведения, указанные в ч. 7 ст. 14 Федерального закона   
от 27.07.2006 № 152-ФЗ «О персональных данных», субъекту персональных данных или его представителю в той форме, в которой направлены соответствующие обращение либо запрос, если иное не указано в обращении или запросе.

Если в обращении (запросе) субъекта персональных данных не отражены   
в соответствии с требованиями Закона о персональных данных все необходимые сведения или субъект не обладает правами доступа к запрашиваемой информации, то ему направляется мотивированный отказ.

* 1. В случае выявления неточных персональных данных при обращении субъекта персональных данных или его представителя либо по их запросу или по запросу Роскомнадзора Оператор осуществляет блокирование персональных данных, относящихся к этому субъекту персональных данных, с момента такого обращения или получения указанного запроса на период проверки, если блокирование персональных данных не нарушает права и законные интересы субъекта персональных данных или третьих лиц.

В случае подтверждения факта неточности персональных данных Оператор на основании сведений, представленных субъектом персональных данных или его представителем либо Роскомнадзором, или иных необходимых документов уточняет персональные данные в течение семи рабочих дней со дня представления таких сведений и снимает блокирование персональных данных.

* 1. В случае выявления неправомерной обработки персональных данных при обращении (запросе) субъекта персональных данных или его представителя либо Роскомнадзора Оператор осуществляет блокирование неправомерно обрабатываемых персональных данных, относящихся к этому субъекту персональных данных, с момента такого обращения или получения запроса.
  2. При выявлении Оператором, Роскомнадзором или иным заинтересованным лицом факта неправомерной или случайной передачи (предоставления, распространения) персональных данных (доступа к персональным данным), повлекшей нарушение прав субъектов персональных данных, Оператор:
* в течение 24 часов - уведомляет Роскомнадзор о произошедшем инциденте, предполагаемых причинах, повлекших нарушение прав субъектов персональных данных, предполагаемом вреде, нанесенном
* правам субъектов персональных данных, и принятых мерах по устранению последствий инцидента, а также предоставляет сведения о лице, уполномоченном Оператором на взаимодействие с Роскомнадзором по вопросам, связанным с инцидентом;
* в течение 72 часов - уведомляет Роскомнадзор о результатах внутреннего расследования выявленного инцидента и предоставляет сведения о лицах, действия которых стали его причиной (при наличии).
  1. Оператор обеспечивает взаимодействие с государственной системой обнаружения, предупреждения и ликвидации последствий компьютерных атак на информационные ресурсы Российской Федерации, включая информирование   
     о компьютерных инцидентах, повлекших неправомерную передачу (предоставление, распространение, доступ) персональных данных.
  2. Порядок уничтожения персональных данных Оператором.
     1. Условия и сроки уничтожения персональных данных Оператором:
* достижение цели обработки персональных данных либо утрата необходимости достигать эту цель - в течение 30 дней;
* достижение максимальных сроков хранения документов, содержащих персональные данные, - в течение 30 дней;
* предоставление субъектом персональных данных (его представителем) подтверждения того, что персональные данные получены незаконно или не являются необходимыми для заявленной цели обработки, - в течение семи рабочих дней;
* отзыв субъектом персональных данных согласия на обработку его персональных данных, если их сохранение для цели их обработки более не требуется,   
  в течение 30 дней.
  + 1. При достижении цели обработки персональных данных, а также в случае отзыва субъектом персональных данных согласия на их обработку персональные данные подлежат уничтожению, если:
* иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных;
* Оператор не вправе осуществлять обработку без согласия субъекта персональных данных на основаниях, предусмотренных Законом о персональных данных или иными федеральными законами;
* иное не предусмотрено другим соглашением между Оператором и субъектом персональных данных.
  + 1. Уничтожение персональных данных осуществляет комиссия, созданная приказом генерального директора Оператора.
    2. Способы уничтожения персональных данных устанавливаются в локальных нормативных актах Оператора.
    3. В случае отсутствия возможности уничтожения персональных данных   
       в течение срока, указанного в п. 9.6.1. настоящей Политики Оператор осуществляет блокирование таких персональных данных и обеспечивает уничтожение персональных данных в срок не более чем 6 месяцев, если иной срок не установлен законодательством Российской Федерации.
  1. Для осуществления своих прав субъект персональных данных может лично или через законного представителя обратиться в Муниципальное автономное дошкольное образовательное учреждение «Детский сад № 63» муниципального образования Кандалакшский район путем направления письменного запроса по адресу: 184040, Мурманская обл., г. Кандалакша, ул. Горького, д. 10а. Порядок рассмотрения запросов осуществляется в порядке, установленном Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных».